HOW TO CONFIGURE and JAVA 1.8 (For Asycuda 2018)

STEP 1.
Click Start and type CONFIGURE JAVA
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STEP 2. Click Java tab > then click the View button

| )] Java Control Panel = =

Java P security | Advanced

Runtimg Environment Settings

age Java Runtime versions and settings for Java applications

View...
1. click on Java tab

2. click the
view button

QK Cancel Apply
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The screen below will appear.

| £ Java Runtime Environment Settings

User  System

Fla... Product Location Fath Runtime Parameters  Enabled  Archite...

1.8  |1.8.0_151 |htn:|:,|",|"java.... E:\Program I | |x86

Find Add Remaove
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STEP 3. Go to the Security Tab and Click Edit Site List... as shown below

£| Jawva Control Panel

General Update Jawva

Enable Java content for browser and Web Start applications

Security level for applications not on the Exception Site list
() Very High

Only Java applications identified by a certificate from a trusted authority are allowed to run,
and only if the certificate can be verified as not revoked.

(@) High

Java applications identified by a certificate from a trusted authority are allowed to run, even if
the reveocation status of the certificate cannot be verified.

Excepltion Site List
Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

IClick Edit Site List...

te add items to this list.

2nd Click

Edit Site List...

Restore Security Prompts Manage Certificates...

Cancel | [ sy
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STEP 4 CLICK ADD

Aol Il i | |

|£:| Exception Site List

Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

Click Add to add an item to this list.

“?h FILE and HTTP protocols are considered a security risk,
We recommend using HTTPS sites where available,

Ok Cancel

Step 5.Click Add as shown below

| £ Exception Site List

Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

Location

h'L'tF:I ://197.211.192.219:8081

type
here http://197.211.192.219:8081

Add Remove

”Th FILE and HTTP protocols are considered a security risk,
We recommend using HTTPS sites where available,

Cance

Under Location type http://197.211.192.219:8081



http://197.211.192.219:8081/

Step 6.0n this prompt message click Continue and then OK

Security Warning - HTTP Location >
Including an HTTP Location on the Exception Site List is '
considered a security risk :-"'{ Y \-:

Location: hitp://197.211.192 715:3081

Locations that use HTTF are a security risk and may compromise the personal information on your
computer. We recommend induding only HTTPS sites an the Exception Site List,

Click Continue to accept this location or Cancel to abort this change.

|#+ Exception Site List

Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts,

| e Location
U ) ittp://197.211.192,219:8081
REEps: [Twww ®=xample. camidir] or https: [iwww. example. comjapp. heml

Add Remove

Ulg FILE and HTTP protocols are considered & security risk.
We recommend using HTTPS sites where available,

o] | comee




25| Jawa Control Panel — =

General Update Jawva Security Advanced I

Enable Jawva content for browser and Web Start applications [

Security level for applications not on the Exception Site list

3 Wery High

Only Jawva applications identified by a certificate from a trusted authority are allowed to run,
and only if the certificate can be wverified as not revoked.

) Hight
Jawva applications identified by a certificate from a trusted authority are allowed to run, even if
the revocation status of the certificate cannot be verified.

Exception Site List
Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

http:/f10.15.83.212: 8051 -

Edit Site List...
[

Restore Security Prompts Manage Certificates...

Cancel Aoy

Step 7. Click on the GENERAL TAB, then Network Settings, and select Direct Connection.

|£: Java Control Panel — >

Update Java 5e

Click On General Tab I

View version information aba

Contral Panel.
About...
Metwork Settings

Metwork settings are used when making Internet connections. By default, Java will use the network
settings in your web browser. Only advanced user: Id modify these settings.

] O o Metwork Sett
C.Ilcklon Network Settings Shart serings

J Temporary Internet Files

Files you use in Java applications are stored in a special folder for quick execution later. Only
adwvanced users should delete files or modify these settings.

Settings... View...

Java in the browser is enabled.
] See the Security tab

| Concel | [ gl



Metwork Settings >

Lse direct connection.

() Use browser settings

() Use proxy server
Address: Port: Advanced...
Bypass proxy server for local addresses
O Ise automatic proxy configurgplon script
Script location:

(®) Direct connection

Click OK to Close.

Step 8. Open your internet Browser and you can Now Access ASYCUDA
WORLD typing http://197.211.192.219:8081 on the address bar.

Mew Tab b4 -+

C (@ httpy//197.211.192.219:5081|

i Apps  For quick access, place your bookmarks here on i

On the following prompts,

Step 9. Tick do not ask and later

Step 10. Click accept the risk

Step 11. Click Run

step 12. Click allow this application to run

You are now able to Log into Asycuda World


http://197.211.192.219:8081/

